**Hacking**

**ético**

# CTF Lord Of The Ring

| ÍNDICE |
| --- |
| [**CTF Lord Of The Ring 1**](#_ncqwc238sads)  [**ÍNDICE 2**](#_mkarezk9heqw)  [**Reconocimiento 2**](#_mkarezk9heqw)  [**Explotación 3**](#_w9ryw4mllxtb)  [Fuzzing 5](#_wu5ghg79wx6i)  [/users.js 6](#_ore4qfaq8je7)  [Index 7](#_t4g005qumwrw)  [/images 8](#_gp6cnuj3qx54)  [/978345210/index.php 9](#_j6tm2lg3pinx)  [/robots.txt 11](#_aid2vfr6gwng)  [/r2d2 11](#_5z08iryo3z8k)  [Pista para usar cewl 13](#_s25x3w8mw82y)  [Pista de Darth 14](#_tb69os6ldfs6)  [Rutas 14](#_83ly4cy3g83u)  [Formulario de inicio 14](#_s0ghl6r5sfe2)  [**Credenciales 18**](#_doahiftivd3d) |
| Reconocimiento |
|  |
| Puerto 22 |
|  |
| **sudo nmap -p1,2,3 -r --min-retries=0 --max-parallelism=1 $ip -oN knock** |
|  |
| Una vez hecho ésto un scan normal nos revelará otro puerto |
|  |
| Explotación |
|  |
|  |
| Es un **Apache 2.4.7** |
|  |
| Fuzzing |
|  |
| /users.js |
|  |
| darth  vader  anakin  skywalker  han  chewbacca  leia |
| Index |
|  |
|  |
|  |
| /images |
|  |
| Revisamos las imágenes |
|  |
| THprM09ETTBOVEl4TUM5cGJtUmxlQzV3YUhBPSBDbG9zZXIh |
|  |
| /978345210/index.php |
|  |
|  |
|  |
| Usamos sqlmap |
|  |
|  |